**PLAN DE IMPLEMENTACION**

**Arquitectura General de la solución**

Se requiere instalar el antimalware en 80 servidores entre virtuales y físicos.

**Propósito del cambio**

Instalación del antimalware 80 en servidores entre virtuales y físicos

**Cronograma de Implementación Propuesto**

Responsables

Cooperativa Omar Gaibor – Gestión Técnica

Cooperativa Santiago Hernández – Seguridad de la Información

Cooperativa Xavier Albán – Control de Cambios

Proveedor Jennifer Andrade – Proveedor SecureSoft

Horario de trabajo

* Según cronograma propuesto

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Implementación** | **Responsable** | **Horas** | **Días** | **D1** |
| instalar el antimalware en 80 servidores entre virtuales y físicos | Santiago Hernández  Jennifer Andrade - SecureSoft | 3:00 por día | 16  días |  |

**Plan de implementación**

Como actividad previa las actividades a realizar se solicitarán al departamento de Gestión Técnica se clone los servidores virtuales.

**Actividades a realizar**

1.- Desinstalación del antivirus ESET en 5 servidores (Analista de Gestión Técnica).

1.- Acceso a 5 servidores vía TeamViewer (Proveedor Securesoft).

2.- Instalación y configuración del agente del antimalware (Proveedor Securesoft).

Duración: 3 horas

**Plan de Rollback**

En caso de presentarse un mal funcionamiento de los servidores luego de la instalación del antimalware, el analista de Gestión Técnica procederá a realizar:

1.-En el caso de los servidores virtuales se apagará la máquina y se prenderá su clon.

2.-En el caso de los servidores físicos se desinstalará el antimalware y se volverá a instalar el antivirus.